
ANEXA NR. 2 

DOCUMENTUL INFORMATIV PRIVIND PRELUCRAREA DATELOR AL 

(KESZ CONSTRUCȚII ROMANIA SRL) 

referitor la prelucrarea datelor partenerilor contractuali 

 

Prezentul Document Informativ privind Prelucrarea Datelor („Document informativ”) informează persoanele 
vizate cu privire la datele lor cu caracter personal prelucrate de către KESZ CONSTRUCȚII ROMANIA SRL 
(denumit în continuare „Operator de date”) în cadrul relațiilor contractuale ale acestora, în conformitate cu 
prevederile Regulamentului (UE) 2016/679 al Parlamentului European și al Consiliului („RGPD” sau 
„Regulament”), în special în ceea ce privește articolele 13 și 14 ale acestuia. 

 

Conform principiilor prelucrării echitabile și transparente, persoana vizată este informată cu privire la existența 
unei operațiuni de prelucrare și la scopurile acesteia. Informațiile în legătură cu prelucrarea datelor cu caracter 
personal referitoare la persoana vizată ar trebui furnizate acesteia la momentul colectării de la persoana vizată 
sau, în cazul în care datele cu caracter personal sunt obținute din altă sursă, într-o perioadă rezonabilă, în funcție 
de circumstanțele cazului. În cazul în care datele cu caracter personal pot fi divulgate în mod legitim unui alt 
destinatar, persoana vizată ar trebui informată atunci când datele cu caracter personal sunt divulgate pentru prima 
dată destinatarului. În cazul în care originea datelor cu caracter personal nu a putut fi comunicată persoanei 
vizate din cauză că au fost utilizate surse diverse, informațiile generale ar trebui furnizate. 

1. Operatorul de date și datele de contact ale acestuia 

Denumirea comercială a Operatorului: KESZ CONSTRUCȚII ROMANIA SRL 
Sediul/Adresa poștală: Cluj-Napoca, Calea Turzii 178 K, et. 2 
cod poștal 400491, jud. Cluj, România, 
Număr de înregistrare în registrul comerțului: J12/953/2016   
Cod de identificare fiscală: CUI: RO 35753257   
Adresa de e-mail: kesz@kesz.ro   
Număr de telefon: +40-364-080100 
Pagina web:kesz.hu   

Datele oficiale (actualizate) ale Societății se găsesc în documentele prin care s-a constituit raportul juridic (ex. 
ofertă, contract), respectiv pot fi accesate în registrul public www.recom.ro, după completarea denumirii sau 
altor date de identificare (număr de înregistrare în registrul comerțului) ale Societății, cod de identificare fiscală. 

În eventualitatea în care doriți să obțineți informații suplimentare cu privire la modul de prelucrare de date al 
Societății, sau dacă doriți să vă exercitați drepturile enumerate în prezentul Document informativ, vă rugăm să ne 
adresați în scris la datele de contact furnizate mai sus. 

2. Prelucrarea datelor persoanelor vizate 
 

2.1. Persoanele vizate 

Operatorul de date, în momentul prelucrării datelor referitoare la partenerii contractuali poate prelucra datele cu 
caracter personal ale următoarelor persoane fizice [„Persoană(-e) vizată(-e)”]: 

- parte contractantă (în cazul persoanelor fizice și persoanelor care desfășoară activități independente); 
- reprezentant legal, salariat, persoană de contact, delegat, alt agent (ex. subcontractant, salariat, lucrător 

temporar) al părții contractante (în cazul firmelor și organizațiilor) (partener); 
- în cazul unui partener care beneficiază de servicii: persoana vizată care își asumă responsabilitatea 

personală pentru obiectul serviciului prestat sau altă persoană autorizată (ex. utilizator al 
autovehiculului închiriat); 

- destinatarul buletinului informativ (newsletter); 
- participantul la jocul promoțional. 
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Informarea detaliată privind tipurile de Persoane vizate se regăsește în Anexa nr. 1 la Documentul informativ. 

 

2.2. Acces la datele cu caracter personal, tipurile de date cu caracter personal 

prelucrate 

Datele cu caracter personal prelucrate sunt puse la dispoziția Operatorului de date 
- de către însăși Persoana vizată, sau 
- de către partener 
prin intermediul documentului ce stă la baza raportului juridic sau emis în momentul constituirii raportului 
juridic (contract, declarație de consimțământ, etc.). 

Operatorul de date – în conformitate cu scopurile și temeiul juridic prevăzute în Anexa nr. 2 – colectează datele 
cu caracter personal și prin accesarea bazelor de date oficiale și publice, operate de tribunale, ANAF, Registrul 
Comerțului, precum și de alte organizații de stat. 

Tipurile de date cu caracter personal prelucrate în legătură cu Persoanele vizate sunt detaliate în Anexa nr. 2 la 
Documentul informativ. 

 

2.3. Scopurile și temeiurile juridice ale prelucrării de date 
 

2.3.1 Executarea contractului 

Prelucrarea datelor cu caracter personal este necesară pentru îndeplinirea angajamentelor contractuale ale 
Operatorului de date. 

Condițiile detaliate ale prestării de servicii conform contractului sunt stabilite în contractul ce guvernează acel 
raport juridic, precum și de anexele acestuia. 

Perioada pentru care se prelucrează aceste date corespunde cu durata contractului. 

Având în vedere că fără furnizarea datelor cu caracter personal (furnizarea de date) la care se face referire mai 
sus, Operatorul de date sau partenerul nu își poate îndeplini angajamentele asumate prin contract, partenerul sau 
Persoana vizată personal sunt obligați să furnizeze datele cu caracter personal Operatorului de date. În cazul unui 
refuz de a furniza datele cu caracter personal, executarea Contractului ar putea deveni imposibilă, Operatorul de 
date fiind îndreptățit să renunțe la încheierea contractului. 

Având în vedere faptul că Operatorul de date sau partenerul nu își poate îndeplini obligațiile asumate fără să îi fi 
fost transmise datele personale indicate mai sus (furnizarea datelor), partenerul sau Persoana vizată este obligat/-
-ă să îi transmită Operatorului datele cu caracter personal. În cazul netransmiterii datelor, executarea 
Contractului ar putea deveni imposibilă, Operatorul de date fiind îndreptățit să renunțe la încheierea contractului.  

Dacă temeiul juridic al prelucrării efective a datelor este executarea contractului, Operatorul de date va prelucra 
în continuare datele Persoanei vizate, în vederea înaintării, executării sau protejării acțiunilor ce derivă din 
Contract, și după încetarea acestuia. 

Va păstra datele cu caracter personal ale Persoanei vizate timp de cinci ani de la data la care încheierea 
contractului a devenit imposibilă sau contractul a încetat în cazul în care nu le-a șters după data la care încheierea 
contractului a devenit imposibilă sau contractul a încetat, procedând în conformitate cu normele de prescripție 
prevăzute de legea nr. 5/2013 privind Codul Civil. În cazul unor contracte cu obiect special (de ex. contracte de 
execuție lucrări și montaj, contracte de achiziții publice), durata poate fi mai mare de 5 ani în baza contractelor 
respective sau în baza legii. 

Conform temeiului juridic detaliat la acest punct, Operatorul de date a prelucrat și prelucrează încă și în prezent, 
parțial, date cu caracter personal, provenite din contractele încheiate înainte de intrarea în vigoare a 
Regulamentului (25 mai 2018). Cu toate acestea, conform Regulamentului, nu este necesară enunțarea obligației 
privind informarea referitoare la prelucrarea datelor dacă informarea Persoanei vizate nu este posibilă sau ar 
impune un efort prea mare din partea Operatorului de date. Având în vedere acest fapt, Operatorul de date nu va 
informa personal Persoanele vizate despre faptul prelucrării datelor în temeiul juridic de dinainte de intrarea în 
vigoare a Regulamentului, ci prin publicarea prezentului document informativ pe propria pagină web. 
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2.3.1. Îndeplinirea obligației legale 

Operatorul de date poate prelucra datele cu caracter personal ale Persoanei vizate și în vederea îndeplinirii 
obligațiilor sale legale. Denumirea obligațiilor legale concrete este cuprinsă în anexa 2 a Documentului 
informativ. 

Având în vedere că prelucrarea datelor în baza prezentului punct reprezintă obligația legală a Operatorului de 
date, furnizarea datelor cu caracter personal devine obligatorie, în caz contrar fiind imposibilă executarea 
Contractului, Operatorul de date având dreptul de a renunța la încheierea contractului sau putând să refuze 
executarea acestuia. 

2.3.2. Interesul legitim al Operatorului de date și/sau al terților  

Operatorul de date poate prelucra datele cu caracter personal ale Persoanei vizate și pe baza interesului legitim. 
În cazul în care prelucrarea datelor se bazează pe acest temei legal, Operatorul de date va stabili măsura necesară 
și proporțională a prelucrării datelor printr-un test de proporționalitate anterior prelucrării acestora. 

Având în vedere că prelucrarea datelor conform prezentului punct reprezintă interesul legitim al Operatorului de 
date sau al terților, furnizarea datelor cu caracter personal este obligatorie, iar netransmiterea datelor poate 
implica refuzul Operatorului de date de a încheia sau executa contractul. 

2.3.3. Consimțământul liber al Părții vizate  

Prelucrarea datelor cu caracter personal are loc pe baza consimțământului Persoanei vizate (consimțământ liber, 
efectiv, clar, bazat pe informare corectă). Persoana vizată poate să își dea consimțământul  

(i) separat de alte declarații, în cadrul contractului de prestări servicii, sau 

(ii) prin declarație separată. 

Consimțământul este voluntar, iar Partea vizată are dreptul să și-l retragă oricând, fără restricții, printr-o 
notificare transmisă Operatorului de date. Persoana vizată poată să trimită notificarea la oricare din adresele de 
contact menționate la punctul 1 din Documentul informativ. Notificarea Persoanei vizate trebuie să cuprindă 
tipul de prelucrare de date la care se referă retragerea consimțământului, în mod identificabil. 

În cazul în care datele cu caracter personal ale Persoanelor vizate sunt prelucrate în cadrul unor jocuri 
promoționale sau cu premii, Operatorul de date le va informa cu privire la prelucrarea datelor acestora în acest 
sens. 

Retragerea consimțământului nu are consecințe asupra Persoanei vizate. Însă, retragerea consimțământului nu 
afectează caracterul legal al prelucrării de dinainte de retragerea consimțământului, efectuată anterior pe baza 
acestuia. 

3. Destinatarii datelor cu caracter personal  

Operatorul de date poate transmite datele cu caracter personal ale Persoanei vizate următoarelor persoane sau 
organizații: 

§ organizațiilor de protecția muncii, asigurarea calității și certificare, împuternicite de Operatorul de date, 
care sunt considerate operatori asociați Operatorului de date în privința datelor cu caracter personal 
furnizate în acest context. În cazul în care organizațiile de protecția muncii și asigurarea calității 
mandatează un alt terț cu această activitate, terțul respectiv va fi considerat operator de date cu 
caracter personal. 

§ organizațiilor care desfășoară servicii de back-office pentru Operatorul de date (financiar-contabile, HR, 
IT, juridice), care sunt persoane împuternicite de operator din punctul de vedere al datelor transmise. 

§ partenerului. 

§ autorităților prevăzute de lege, pe baza prevederilor legale. 

 

Operatorul de date nu va transmite datele cu caracter personal în țări terțe. 
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4. Drepturile persoanei vizate  
 

4.1. Dreptul de acces  

Persoana vizată are dreptul să primească răspuns de la Operatorul de date privind prelucrarea în curs a datelor 
sale, iar dacă prelucrarea se află în curs, atunci aceasta are dreptul să solicite accesul la datele sale cu caracter 
personal, respectiv la următoarele informații:  

(i) scopul în care are loc prelucrarea anumitor date,  

(ii) categoriile datelor cu caracter personal ale persoanei vizate, 

(iii) categoriile de destinatari cărora le-au fost sau le vor fi transmise datele cu caracter personal ale 
persoanei vizate, inclusiv, în special, destinatarii din țări terțe respectiv organizațiile internaționale 
(destinatari din țări terțe, iar în cazul transmiterii datelor unor organizații internaționale, Persoana 
vizată are dreptul de a solicita informații cu privire la garanțiile adecvate în contextul transmiterii 
datelor), 

(iv) durata de stocare a datelor cu caracter personal ale persoanei vizate sau dacă nu este posibil, atunci 
criteriile de stabilire a duratei, 

(v) drepturile care îi revin Persoanei vizate (corectare, ștergere sau drept de restricție, dreptul la 
portabilitatea datelor, dreptul la obiecții împotriva prelucrării respectivelor date cu caracter personal), 

(vi) dreptul de a depune plângere către autoritățile de supraveghere, 

(vii) dacă Operatorul de date nu a obținut datele de la Persoana vizată, atunci e nevoie de toate informațiile 
legate de sursa acestora,  

(viii) luarea automată a deciziei privind datele cu caracter personal ale persoanei vizate, inclusiv crearea de 
profile; dacă are loc o asemenea prelucrare de date, informarea va face referire la logica aplicată și la 
importanța prelucrării respective de date, respectiv la eventualele consecințe asupra Persoanei vizate. 

Dacă Persoana vizată și-a depus cererea electronic, informațiile solicitate trebuie puse la dispoziție în format 
electronic, utilizat pe scară largă, cu excepția situațiilor în care Persoana vizată le solicită în alt mod.  

Operatorul de date îi poate solicita Persoanei vizate clarificări cu privire la cererea sa și precizarea exactă a 
informațiilor solicitate și a activităților de prelucrare a datelor, înainte de aprobarea acesteia. 

În cazul în care dreptul de acces la informații a Persoanei vizate, conform prezentului punct, afectează drepturile 
și libertățile altora, în special secretele comerciale sau proprietatea intelectuală a altora, Operatorul de date are 
dreptul de a refuza în măsura necesară aprobarea cererii acesteia.  

În cazul în care Persoana vizată solicită informațiile menționate mai sus în mai multe exemplare, Operatorul de 
date are dreptul de a cere contravaloarea acestora, aferentă cheltuielilor sale administrative, în cuantum 
proporțional și rezonabil. 

În cazul în care datele cu caracter personal indicate de Persoana vizată nu sunt prelucrate de Operatorul de date, 
acesta din urmă este obligat să o informeze în acest sens.  

  

4.2 Dreptul la rectificare  
 

Persoana vizată are dreptul de a solicita corectarea datelor sale cu caracter personal. În cazul în care datele cu 
caracter personal ale Persoanei vizate sunt incomplete, aceasta are dreptul de a solicita completarea lor.  

Cu ocazia exercitării dreptului la rectificare/completare, Persoana vizată este obligată să indice datele care sunt 
inexacte sau incomplete, fiind obligată să informeze Operatorul de date cu privire la datele complete și exacte. 
Operatorul de date are dreptul de a-i cere Persoanei vizate, dacă este cazul, să îi justifice datele corectate, în 
special cu acte.  

Persoana vizată va corecta sau va completa datele fără întârzieri nejustificate.  

După aprobarea cererii Persoanei vizate cu privire la exercitarea dreptului său la rectificare, Operatorul de date 
va informa cu celeritate persoanele cărora le-a transmis datele personale ale Persoanei vizate în cazul în care 
acest lucru nu este imposibil sau nu implică eforturi excesive din partea Operatorului. La cererea Persoanei 
vizate, Operatorul de date o va informa cu privire la destinatarii acestora. 
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4.3  Dreptul la ștergere („dreptul de a fi uitat”) 

 
Persoana vizată are dreptul de a-i solicita Operatorului de date ștergerea, fără întârziere nejustificată, a datelor 
sale cu caracter personal în cazul în care ar subzista oricare din următoarele motive: 

(i) nu este nevoie de datele cu caracter personal indicate de Persoana vizată în scopul în care au fost 
colectate sau prelucrate în vreun fel de Operatorul de date, 

(ii) Operatorul de date a prelucrat datele cu caracter personal (inclusiv datele speciale) pe baza 
consimțământului Persoanei vizate, iar aceasta și-a retras consimțământul, în scris, iar prelucrarea 
datelor nu mai are temei legal, 

(iii) Persoana vizată ridică obiecții față de prelucrarea datelor pe baza interesului legitim al Operatorului, iar 
acesta din urmă nu are motive coercitive, legale care să fie prioritare în comparație cu interesele, 
drepturile și libertățile Persoanei vizate sau care ar avea legătură cu depunerea, executarea sau 
apărarea unei acțiuni în instanță, 

(iv) Operatorul de date a prelucrat datele cu caracter personal în mod ilegal, 

(v) datele prelucrate de Operator trebuie șterse în vederea îndeplinirii unor obligații legale, prevăzute de 
dreptul internațional sau comunitar, aplicabil Operatorului de date, 

(vi) Persoana vizată ridică obiecții față de prelucrarea datelor și nu există motive prioritare pentru 
prelucrarea datelor. 

Persoana vizată este obligată să își transmită cererea privind ștergerea datelor, în scris, fiind obligat să 
menționeze care sunt datele care dorește să fie șterse, respectiv motivele ștergerii.  

În cazul în care Operatorul de date aprobă cererea Persoanei vizate privind ștergerea, acesta va șterge datele cu 
caracter personal prelucrate din toate evidențele sale, informând Persoana vizată despre acest fapt, în mod 
adecvat.  

În cazul în care Operatorul de date va fi obligat să șteargă datele cu caracter personal ale Persoanei vizate, acesta 
va lua toate măsurile rezonabile – inclusiv măsurile tehnice – care se vor impune pentru a-i informa despre 
ștergerea obligatorie a datelor cu caracter personal și pe acei operatori care au aflat despre datele cu caracter 
personal ale Persoanei vizate în urma publicării acestora. În documentul de informare, Operatorul de date va fi 
obligat să informeze ceilalți operatori de date cu privire la faptul că Persoana vizată a solicitat ștergerea link-
urilor, a copiilor sau a duplicatelor care conțin datele sale personale.  

În urma aducerii la îndeplinire a cererii Persoanei vizate prin care își exercită dreptul de ștergere a datelor sale, 
Operatorul va informa fără întârziere acele persoane cărora le-a transmis datele cu caracter personal ale 
Persoanei vizate, cu excepția situațiilor în care acest lucru nu este posibil sau ar impune un efort prea mare din 
partea Operatorului de date. Operatorul de date va informa Persoana vizată despre respectivii destinatari, la 
cererea acesteia. 

Operatorul de date nu este obligat să șteargă datele cu caracter personal în cazul în care prelucrarea acestora este 
necesară:  

(i) pentru exercitarea libertății de exprimare și a dreptului la informare, 

(ii) pentru îndeplinirea obligațiilor referitoare la prelucrarea datelor cu caracter personal încredințate 
Operatorului de date pe baza legislației romane sau comunitare, 

(iii) din interes public sau pentru îndeplinirea sarcinilor aferente în cadrul exercitării unei autorizări publice, 
cu care Operatorul de date a fost învestit, 

(iv) pentru îndeplinirea interesului public în materie de sănătate publică, 

(v) în scop de arhivare de interes public, în scop de cercetare științifică și istorică sau în scop statistic dacă 
în urma exercitării dreptului Persoanei vizate de a fi uitată, prelucrarea datelor ar fi imposibilă cel mai 
probabil sau ar fi periclitată, 

(vi) pentru depunerea, executarea sau apărarea unei acțiuni în instanță. 

 

 

 

 

 



6/7  

4.4  Dreptul la restricționarea prelucrării  

 
Persoana vizată are dreptul de a solicita ca Operatorul de date să restricționeze prelucrarea și utilizarea datelor 
sale cu caracter personal în una din următoarele situații: 

(i) Persoanele vizate obiectează față de corectitudinea Datelor cu caracter personal (iar în acest caz, 
restricția se aplică doar pe perioada de timp necesară Operatorului pentru a verifica corectitudinea 
respectivelor date), 

(ii) Prelucrarea datelor s-a făcut ilegal, iar Persoana vizată interzice ștergerea acestora, cerând, în schimb, 
restricționarea utilizării lor; 

(iii) Operatorul nu mai are nevoie de datele cu caracter personal pentru prelucrare, dar Persoana vizată le 
solicită pentru depunerea, executarea sau apărarea unor acțiuni, 

(iv) Persoana vizată obiectează față de prelucrarea datelor, realizată din interesul legitim al Operatorului de 
date, acesta din urmă neavând nici un motiv legitim, obligatoriu care ar avea prioritate față de  
interesele, drepturile și libertățile Persoanei vizate sau care ar avea legătură cu depunerea, 
executarea sau apărarea unor acțiuni; în acest caz, restricția durează până în momentul în care se 
constată dacă motivele legitime ale Operatorului au prioritate față de motivele legitime ale Persoanei 
vizate. 

În caz de restricție, cu excepția stocării, datele cu caracter personal pot fi prelucrate doar cu consimțământul 
Persoanei vizate sau pentru depunerea, executarea sau apărarea unor acțiuni sau pentru protejarea drepturilor 
altor persoane fizice sau juridice sau în interesul public important al Uniunii sau al vreunui stat membru.  

Operatorul va informa în prealabil Persoana vizată a cărei prelucrare de date a fost restricționată la cererea sa, cu 
privire la ridicarea restricției de prelucrare a datelor.  

În urma aducerii la îndeplinire a cererii Persoanei vizate prin care își exercită dreptul la restricționarea 
prelucrării, Operatorul de date va informa fără întârziere acele persoane cărora le-a transmis datele cu caracter 
personal ale Persoanei vizate, cu excepția situațiilor în care acest lucru nu este posibil sau ar impune un efort 
prea mare din partea Operatorului de date. Operatorul de date va informa Persoana vizată despre respectivii 
destinatari, la cererea acesteia. 

4.5 Dreptul la obiecții  
 

În cazul în care datele Persoanei vizate sunt prelucrate pe baza unui interes legitim, o dispoziție importantă de 
garanție o reprezintă faptul că Persoanei vizate trebuie să i se furnizeze informațiile adecvate referitoare la 
prelucrarea datelor și să i se asigure dreptul de a ridica obiecții. Persoana vizată trebuie să fie informată despre 
acest drept, în mod expres, cel târziu în momentul în care aceasta este contactată pentru prima dată. 

În baza acesteia, Persoana vizată va avea dreptul de a ridica obiecții privind prelucrarea datelor sale cu caracter 
personal, iar în această situație, Operatorul de date nu va mai putea prelucra datele Persoanei vizate, cu excepția 
cazului în care se poate dovedi că  

(i) prelucrarea datelor de către Operatorul de date s-a realizat pe baza unor motive legitime, coercitive care 
sunt prioritare în comparație cu interesele, drepturile și libertățile persoanei vizate sau  

(ii) prelucrarea datelor are loc pentru depunerea, executarea sau apărarea unor acțiuni. 

4.6 Dreptul la portabilitatea datelor  
 
Operatorul de date informează Persoana vizată asupra faptului că, în temeiul art. 20 din GDPR, aceasta nu își va 
putea exercita dreptul la portabilitatea datelor, întrucât Operatorul nu le prelucrează prin metode automatizate. 
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4.7 Dreptul la o cale de atac 

4.7.1. Dreptul la contestație 

Dacă Persoana vizată consideră că prelucrarea datelor sale cu caracter personal de către Operator încalcă 
prevederile legislației în materie de protecție a datelor, în special ale GDPR, în vigoare la un moment dat, aceasta 
are dreptul de a depune plângere la Autoritatea Națională de Supraveghere a Prelucrării Datelor cu Caracter 
Personal. 

Datele de contact ale Autorităţii Naționale de Supraveghere a Prelucrării Datelor cu Caracter Personal: 

Site: B-dul G-ral. Gheorghe Magheru 28-30 
Sector 1, cod postal 010336 
Bucuresti, Romania 
http://dataprotection.ro/ 
Telefon:  +40.318.059.211 

Fax: +40.318.059.602 
E-mail: anspdcp[at]dataprotection.ro 

Persoana vizată are dreptul de a depune plângere și la alte autorități de supraveghere din statul membru, 
competente în raza cărora are domiciliul, reședința sau în raza cărora i-au fost încălcate drepturile. 

4.7.2. Dreptul de acces la o instanță judecătorească (dreptul de a intenta o acțiune) 

Indiferent de dreptul său la contestație, Persoana vizată se poate adresa instanțelor judecătorești dacă prin 
prelucrarea datelor sale cu caracter personal i-au fost încălcate drepturile prevăzute de GDPR. 

Împotriva Operatorului de date, în calitate de operator cu loc de desfășurare a activității în țară, se poate intenta 
un proces la o instanță din Romania. 

Persoana vizată poate intenta procesul la instanța competentă de la domiciliul său. Datele de contact ale 
instanțelor judecătorești se află pe link-ul: http://portal.just.ro.  

Având în vedere că Operatorul de date nu este autoritate publică și nu deține autorizări publice în vreun stat 
membru, Persoana vizată poate intenta procesul și în fața instanței judecătorești, competente, pe raza căreia își 
are reședința obișnuită dacă reședința obișnuită a acesteia se află în alt stat membru al Uniunii Europene.  

4.7.3. Alte posibilități de contestare 

Persoana vizată are dreptul ca plângerea sa să fie depusă în numele său, să solicite examinarea hotărârii 
autorității de supraveghere de către o instanță judecătorească, să intenteze o acțiune în justiție și să solicite 
recuperarea daunelor în numele său, împuternicind o organizație sau o asociație nonprofit, înființată în baza 
legislației din oricare din statele membre, a cărei scopuri din statut servesc interesul public și protejarea 
drepturilor și libertăților persoanelor vizate, în privința datelor cu caracter personal. 

5. Securitatea datelor 

Operatorul de date se obligă să asigure securitatea datelor cu caracter personal și va lua măsurile tehnice 
necesare care să asigure că datele cu caracter personal prelucrate sunt protejate de publicare, ștergere, modificare 
sau utilizare ilicită. Se obligă, de asemenea, să informeze toți terții cărora le-a transmis sau predat datele cu 
caracter personal cu privire la îndeplinirea obligațiilor aferente. 

6. Dispoziții diverse 

În cazul în care Operatorul de date ar avea dubii bine fondate în legătură cu persoana care a depus cererea 
indicată la punctele 4.1–4.6 din prezentul Document informativ, Operatorul îi poate solicita Persoanei vizate să îi 
pună la dispoziție informațiile suplimentare necesare în vederea confirmării identității acesteia. 

Operatorul de date își rezervă dreptul de a modifica oricând Documentul informativ. Operatorul de date va 
publica pe pagina sa web Documentul informativ modificat cu 8 zile înainte de intrarea în vigoare a modificării 
respective.  

  

Cluj Napoca, 24 mai 2018 



Anexa Nr. 2 

- tipurile de date cu caracter personal prelucrate în legătură cu anumite grupuri de Persoane vizate 

Constituie date cu caracter personal: 

- date de identificare a persoanelor fizice: nume și prenume, locul și data nașterii, numele mamei, domiciliu 
- date oficiale: număr de identificare fiscală sau cod fiscal, număr de înregistrare în cazul persoanelor care desfășoară activități independente, numărul permisului de 

conducere și data de valabilitate a acestuia 
- date de contact: calitatea de reprezentant legal, funcție, funcția în cadrul unei organizații, atribuții, post, alt raport juridic privind activitatea de agent, număr de telefon, 

adresă de e-mail, număr de fax 
 

Grupul de persoane vizate Tipul datelor cu caracter 
personal 

Scopurile și temeiurile 
juridice ale prelucrării de 
date 

Tipurile de destinatari Perioada de stocare a datelor 

parte contractantă (în cazul 
persoanelor fizice, persoanelor 
care desfășoară activități 
independente) 

date de identificare a 
persoanelor fizice, date oficiale, 
date de contact 

- executarea contractului 
- interes legitim 

- autoritate 
- organizație back-office* 

Până la termenul de prescripție 
a drepturilor și obligațiilor care 
decurg din contract, sau (dacă 
este vorba de o perioadă mai 
îndelungată) până la termenul 
prevăzut de legislație pentru 
păstrarea documentelor. 

reprezentant legal, salariat, 
persoană de contact, delegat, alt 
agent (ex. subcontractant, 
salariat, lucrător temporar) al 
părții contractante (partener) 

date de identificare a 
persoanelor fizice, date de 
contact 

- executarea contractului 
- interes legitim 

 Până la termenul de prescripție 
a drepturilor și obligațiilor care 
decurg din contract, sau (dacă 
este vorba de o perioadă mai 
îndelungată) până la termenul 
prevăzut de legislație pentru 
păstrarea documentelor. 

salariat (subcontractant, 
salariat, lucrător temporar) al 
partenerului contractual 

date de identificare a 
persoanelor fizice, număr de 
înmatriculare al vehiculului (în 
cazul intrării în zona proiectului 
cu autovehicul), date privind 
eligibilitatea profesională  

- executarea contractului 
- interes legitim 
- îndeplinirea unor obligații 

legale 

• Legea 319 din 2006 
privind securitatea si 
sănătatea in munca 

•  Legea Nr. 98 din 2016 
privind achizițiile publice 

- furnizor de servicii de 
protecția muncii și de 
protecția calității 

- servicii de protecție 
- organizație back-office, 
- autoritate 

Până la termenul de prescripție 
a drepturilor și obligațiilor care 
decurg din contract, sau (dacă 
este vorba de o perioadă mai 
îndelungată) până la termenul 
prevăzut de legislație pentru 
păstrarea documentelor. 



• Legea nr. 50/1991 privind 
autorizarea executării 
lucrărilor de construcții 

în cazul unui partener care 
beneficiază de servicii: 
persoana vizată care își asumă 
responsabilitatea personală 
pentru obiectul serviciului 
prestat sau altă persoană 
autorizată (ex. chiriaș persoană 
fizică, utilizator al 
autovehiculului închiriat) 

date de identificare a 
persoanelor fizice, date de 
contact 

Consimțământul persoanei 
vizate 

- autoritate Până la revocarea 
consimțământului sau (dacă 
este vorba de o perioadă mai 
îndelungată) până la termenul 
de prescripție a drepturilor și 
obligațiilor care decurg din 
contract, ori (dacă este vorba de 
o perioadă mai îndelungată) 
până la termenul prevăzut de 
legislație pentru păstrarea 
documentelor. 

Destinatar al buletinului 
informativ (newsletter) 

nume și prenume, adresă de e-
mail 

Consimțământul persoanei 
vizate 

- furnizor de servicii de 
marketing 

Până la revocarea 
consimțământului 
(dezabonare). 

participantul la jocul 
promoțional 

nume și prenume, adresă de e-
mail, precum și datele furnizate 
în consimțământul separat 

Consimțământul persoanei 
vizate 

- furnizor de servicii de 
marketing 

pe perioada de desfășurare a 
jocului sau până la revocarea 
consimțământului persoanei 
vizate. 

 
*Organizație back-office: societate (societăți) comerciale care prestează servicii financiare și contabile (contabilitate), HR, IT și juridice către Operatorul de date 


